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MANAGED DETECTION AND 

RESPONSE SERVICES

Monitoring & Mitigation � Incident Response

Threat Hunting as a Service

REGULATORY

COMPLIANCE

� Log management & compliance
reporting

� Periodic external vulnerability
scanning to support compliance
requirements

REGULATIONS SUPPORTED

NIST 800-171 NYDFS
SEC FINRA
GDPR CCPA
SEC OCC/OTS
ISO 27001/27002
SOX (Sarbanes-Oxley Act)
CMMC (Cyber Maturity Model Cert)

AI : a program that can 

sense, reason, act, and adapt

ML : algorithms whose 
performance improve as 
they are exposed to more 
data over time

Humans : our expert Threat

Hunters provide the human 

element to hunt, detect and 

respond to threats 

Threater has partnered with 
Threathunter.ai's MDR services to use a 
combination of Artificial Intelligence, 
Machine Learning and Human Correlation 
to scout for threats and analyze data from 
your company’s sources 24 hours a day, 
7 days a week, 365 days a year.

COMPROMISE: Threat enters your 
network/environment.

DETECTION: Through AI, ML 
and Human Correlation, we find 
the threat against your network.

ANALYSIS: We investigate to 
make sure we aren’t chasing a 
false positive. 

RESPONSE / REMEDIATION: 

We notify you of the threat 
following the appropriate playbook 
escalation, and provide a 
remediation recommendation to 
mitigate the threat. 

Response

analysis

remediation

compromise Detection

24 hours a day
7 days a week

365 days a year

Managed Detection
& Response

MDR PROCESS PROOF OF VALUE

Threathunter.ai’s Proof of Value offer 
is an intensive 15-day FREE trial 
designed to demonstrate the 
effectiveness and value of our Threat 
Hunt Teams and Threat Models, within 
the context of your unique environment.

POV BENEFITS 

VISIBILITY: Our team actively 
evaluates information gathered by our 
MACeBox, weeding out false positives, 
and alerting you when we discover 
something that needs further 
investigation. With continuous monitor-
ing of your network, our teams learn 
what your normal business processes 
are and know when to isolate events 
that look suspicious. 

MANPOWER: Our MDR team will 
constantly watch over source groups 
in your network, actively hunting for 
threats that bypass the typical barriers 
to a network. Threathunter.ai MDR is 
backed by our highly skilled threat 
analysts that are trained to discover 
the types of events that may lead to a 
threat, proactively preventing problems 
before they arise. 

INCIDENT RESPONSE: As soon as 
our team discovers an issue, we act. 
In minutes our Response Team can 
have a wealth of data and expertise 
at your disposal to answer questions 
and provide solutions. Our team works 
directly with yours to evaluate 
the threat and mitigate exposure. 


